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GFI LanGuard® — Enabling Email Alerting

To enable email alerts within GFI LanGuard, select the Configuration Tab within the Management
Console. In the left hand pane you'll see “Configurations” and below that a tree view of a number of
configurable sections within the product.

Locate the Alerting Options section and select it. This will change the right hand pane (details pane) to
Alerting Options. Locate the “here” (click here) hyperlink and select it.
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Common Tasks:

Edit alerting options.
Go to: Scheduled scans...

| &\ Alerting options are not configured! No email alerts can be sent. Click here to configure them now. x

A window will pop open titled “Alerting Options Properties.” You'll find the following configuration
options:

To: (our recommendation is to put a Distribution Group email address in this location)
CC: (you might want to specify a specific user on the Carbon Copy)

From: (identify the server with a unique address)

Server: (this is your SMTP server)

Port: (port that the SMTP server is listening on, typically 25)

If your SMTP server requires authentication, you’ll need to supply that information and check “SMTP
Server Requires Login.”

Once you've configured the options you can click on the “Verify Settings” button at the bottom of the
page. A test email will be sent to the addresses you specified.
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Alerting Options Properties x|

General | Motifications I

¢ . Spedfy SMTP server and email address details for email notifications
| A after each scheduled scan.

To: @newboundary. com

EE: Imusen @newboundary.com

Erom: ILanGuardSErver @newboundary.com
Server: |121n.u.1

Port: |25

[~ SMTP Server requires login

User name: I

Passwornd; I

Verify Settings |

0k I Cancel | Apply |

You can also set how often GFI LanGuard sends daily digests of the events on your network.
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Alerting Options Properties x|

‘General Motifications |

4 Choose the type of notifications you would like to receive from GFI
’_‘] LanGuard.

Daily digest generates every day at a spedified time a report containing all
changes made on the entire network in the last day.

[+ Enable daily digest

Generate daily digest report every day at: |11:}‘_.'«‘_: 15 AM _|:

Report format:

[+ Send an email on new product news

0k, I Cancel Smply




